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How To Troubleshoot

Perhaps the most important thing to remember when trouble shooting problems is to
start the program (sndcsd, sndcs_gtk, etc...) from a console. There is a lot of output
printed to standard out that is not necessarily logged to a file or otherwise seen if not
started from a console. The first rule of thumb when trouble shooting is always run the
program from the console. When asking for help or reporting a bug please provide
the relevant output from the console.

Logging

For information on logging refer to the section in the Administrator’s Guide

Where To Go For Help
If it is DCS related, please follow these steps:
e Check the FAQ.

e Search the forums and the bug tracker If that still doesn’t yield any results,
please enter a bug report or post to the forums.

Bug Reports

The following steps should be taken when reporting a bug:

1. Make sure there isn’t already a solution posted on the bug tracker or the
forums.


ADMINISTRATORS_GUIDE.html

2. Also check to see if you are running the last version of DCS.
3. Please include the trackback from the console with your report.

4. Please write out a detailed description of the activities before and leading
up to the problem.

Common Errors
1. ’Unable to connect to Name Server’

e Check to make sure that 'ns_hostname’ parameter in the configuration is pointing
to the right host, or that the "Name Server’ is running.

2. ’Too many connections’

e If you are using any other Pyro applications on the server, they could possibility
not be calling _disconnect() to close inactive sockets. The only way to fix this is
to restart the "Name Server’, and fix the offending program.

3. ’An error has occured. The application will now terminate’

e This is most likey the result of the client losing the connection for an extended
period of time. Restarting the application should work, if not check to see if the
Name or Event Server is down.

Windows (Vista/Windows7/Windows8) Client Firewall Trou-
bleshooting

When you first load DCS and no firewall rules exist Windows will prompt you to select
which type of connections are allowed (assume yours is already done if you don’t see
Image 1). In the example below (Image 1) I selected everything and then hit “Allow
Access”.

This works 95% of the time but if you are still having intermit heartbeats flatlines
the solution may be to manually add a record allowing the port range that DCS uses
into the firewall. Please see Image 2 onward for how to add the record only if you’re
having heartbeat issues.

Image 1
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gF Windows Security Alert ﬁ

@ Windows Firewall has blocked some features of this program

Windows Firewall has blocked some features of An enterprise [abor data collection system. on all
public and private netwarks.

5 ‘_I Mame: An enterprise labor data collection system.
== Publisher: Unknaown
Path: C:'\program files (x88)\sabernet des'sndes_gtk. exe

Allow An enterprise labor data collection system. to communicate on these netwaorks:
Private networks, such as my home or work network

Public netwarks, such as those in airports and coffee shops (not recommended
because these networks often have lithe or no security)

What are the risks of allowing a program through a firewall?

Allow access ] [ Cancel

Image 2



grams (1)

| ﬂ Windows Firewall with Advanced Security

Control Panel (4) \
EWindows Firewall
i Allow a program through Windows Firewall \
E Check firewall status

Type "firewall"
Select the option shown above.

e
4 Seemorer

| firewall
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gF Windows Firewall with Advanced Security

File Action View Help

Lol A el i [HER 7
@ Windows Firewall with Advance

|g Inbound Rules |

Inbound Rules

Mame Group

@An enterprise labor data collection system. i
@An enterprise labor data collection system.

@ Bonjour Service 2.

@l Bonjour Service
l@l Bonjour Service
@ Bonjour Service
@ Borderlands 2

1. Select This

chrome.exe
0 chrome.exe
0 chrome.exe
@ Coin
@ Coin
@ Coin
0 Coin
0 crossloopconnect.exe
@ crossloopconnect.exe
l@l crossloopconnect. exe
@ crossloopconnect.exe

@ Dropbox

@ Dropbox
@ dropbox.exe

gdropbox.exe

@ FileZilla FTP Client

@ FileZilla FTP Client

(S FileZilla FTP Client

() FileZilla FTP Client

@ Getwork-compatible prowy for Stratum ...
0 Getwork-compatible proxy for Stratum ...
4 | 1 |




Image 4
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@ New Inbound Rule Wizard - .
Rule Type
Select the type of firewall rule to create.
Steps:
& Fule Type What type of ule would you like to create?
@ Protocol and Ports
@ Action | Program
@ Profile Rule that controls connections for a program.
@ MName @ Port
Rule that controls connections fora TCP or UDF port.
" Predefined:
BranchCache - Content Retrieval (Uses HTTF)
Rule that controls connections for a Windows experence.
1 Custom
Custom rule.
Leam more about rule types
< Back Mead =
L
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g# MNew Inbound Rule Wizard . .
Protocol and Poris
Specify the pratocols and parts to which this rule applies.
Steps:
@ Fule Type Dioes this rule apply to TCP or UDP?
@ Protocol and Ports @ TCP
@ Action ~ UDP
@ Profile
& Mame . ,
Dioes this rule apply to all local ports or specific local ports?
) All local ports
@ Specific local ports: T766-7776]
Bxample: 80, 443, 5000-5010
Leam more about protocol and ports
<Back || Nex>
L
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g# MNew Inbound Rule Wizard -
Action
Specify the action to be taken when a connection matches the conditions specified in the rule.
Steps:
@ Rule Type What action should be taken when a connection matches the specified conditions?
@ Protocol and Ports )
. @ Allow the connection
el This includes connections that are protected with |Psec as well as those are not.
& Profile
N I Allow the connection if it is secure
’ =me This includes anly connections that have been authenticated by using IPsec. Ct
will be secured using the settings in IPsec properties and rules in the Connection
Fule node.
1 Block the connection
Leam more about actions
<Back || Nex>
L
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g# MNew Inbound Rule Wizard - .
Profile
Specify the profiles far which this rule applies.
Steps:
@ Fule Type When does this rule apphe?
@ Protocol and Ports
@ Action Domain
» Profile Applies when a computer is connected to its corporate domain.
& Mame Private
Applies when a computer is connected to a private network location.
Public
Applies when a computer is connected to a public netwark location.
Leam more about profiles
<Back || Nex>
L
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g# MNew Inbound Rule Wizard ¢

Name

Specify the name and description of this rule.

Steps:

@ Rule Type
Protocaol and Ports
Action

Profile

i

&

Mame:
SaberMet DCS

b

Mame

"

Description (optional):
Manually Added Records To Allow DCS Ports On Amy Metwark Type

<Back || Finish

L

Restart the DCS client.
Hosted by SourceForge
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http://sourceforge.net/projects/sabernetdcs

